
Privacy information 

1. Name and address of the controller
The controller within the meaning of the European General Data Protection Regulation ("EU GDPR") 
is:

ScreenSYS GmbH 
Engesserstraße 4a 
79108 Freiburg 
Email: info@screensys.eu / Tel. +49 (0) 761 5853 9996 
(hereinafter referred to as "we", "us" or "our") 

For inquiries about data protection, please contact us at 
datenschutz@screensys.eu 

2. Data processing when you visit our website

You can visit our website without registering. However, even during such a visit, personal data is 
automatically transmitted to us by your browser. These are browser type and version, operating 
system used, referrer URL, host name of the accessing computer, time of the server request and IP 
address. The temporary storage of your personal data by us is necessary so that the website can be 
displayed on your computer. Your personal data are stored in log files for the duration of your 
session in order to ensure the functionality of the website, to optimize the website and to ensure the 
security of our information technology systems. Our legitimate interest in data processing is in 
accordance with Art. 6 Paragraph 1 lit. f EU GDPR, on which we base this data processing. We do not 
process your personal data for any other purpose. 

Your personal data will be deleted as soon as they are no longer required to achieve the purpose for 
which they were collected. In this case, as soon as the respective session has ended. If your personal 
data are stored in log files, they will be deleted after seven days at the latest.  

WP Statistics 
Our website uses the WordPress Analysis Plug-In WP Statistics. Provider of this plug-in is wp-
statistics.com. Simple statistics are generated from the data. No user profiles are created and no 
cookies are set. All data collected by WP Statistics is stored on our web server. In this respect, we 
process your personal data in order to optimize and support our website and thus rely on our 
legitimate interest in accordance with Art. 6 Para. 1 lit.f EU-DSVGO. 

3. Use of cookies (session cookies)
Our website uses cookies and media content from external  providers (for simplicity, all of these are 
grouped together under "cookies"). Cookies are also placed by external services providers to us. In 
the document below we inform you about the use of cookies on our website. A cookie is a simple 
small file that is sent with the pages of an Internet address and can be stored by the web browser on 
the PC or other device. The information stored in it may be sent to our servers or the servers of 
relevant third parties during subsequent visits.

We use the following types of cookies on our website: 

a. Technical or functional cookies
Some cookies ensure that parts of our website function correctly and that your user preferences 
remain known. By placing functional cookies, we make it easier for you to visit our website. Our



cookie banner, which asks for your consent to set cookies requiring consent and stores your 
selection, is such a functional cookie. We may place these cookies without your consent. 

b. Cookies for the use of external media services
With your consent, we also use cookies that enable the use of external media content on our 
website. These cookies are deactivated by default and are only activated after you have agreed to 
the setting of these cookies. This is a matter of:

Google Maps 
We integrate the maps of the service "Google Maps" of the provider Google. The processed data may 
include, in particular, IP addresses and location data of the users, which, however, are not collected 
without their consent (usually in the context of the settings of their mobile devices); service provider: 
Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland. Website: 
https://cloud.google.com/maps-platform. The service provider's privacy policy can be found at 
https://policies.google.com/privacy. 

YouTube 
We integrate video content from "YouTube " of the provider Google. When you access the video (and 
after prior consent), your IP address and possibly other data to the service provider: Google Ireland 
Limited, Gordon House, Barrow Street, Dublin 4, Ireland.  
website: https://www.youtube.com  
The service provider's privacy policy can be found here: https://policies.google.com/privacy. 
a. Legal basis for data processing

a. Duration of storage
Your personal data will be deleted as soon as they are no longer required to achieve the purpose for 
which they were collected. As a rule, this happens after the end of your session by closing the 
browser.  

b. Opposition and removal option
Cookies are stored on your computer and transmitted from there to our website. You have the 
option of deactivating the storage and transmission of cookies or restricting the transmission by 
changing the settings in your Internet browser. You can also delete saved cookies there. We would 
like to point out at this point that if you deactivate or restrict cookies, not all functions of our website 
may be available to you. 

4. Contact form and contact via email

If you send us a request via our contact form or by email, your personal data from and for this 
request, including your contact details, will be processed for the purpose of answering your request. 
The legal basis for this is our legitimate interest in answering your request in accordance with Article 
6 (1) (f). EU GDPR. 

You have the right to object to the processing of your personal data in relation with your contact 
with us with future effect. However, we will then no longer be able to process your request any 
further. 

We delete your personal data in connection with your establishment of contact when the request 
has been finally processed or you have objected to further processing and there are no legal 
retention rights and retention obligations. 



5. Rights of the data subject

If your personal data is processed by us, you are a data subject within the meaning of the EU GDPR 
and, according to the law, you have the following data subject rights towards us: 

a. Right of access (Art. 15 EU GDPR)
You can request confirmation from us as to whether personal data relating to you will be processed 
by us. If this is the case, you can request information from us about the following information: 
- the purposes for which the personal data are processed;
- the types of personal data that are processed;
- the recipients or the categories of recipients to whom your personal data have been disclosed or
are still being disclosed;
- the planned duration of the storage of your personal data or, if specific information on this is not
possible, criteria for determining the storage duration;
- the rights to which you are entitled in this case: the right to correct or delete your personal data,
the right to restrict processing by us or the right to object to this processing;
- the right to lodge a complaint with a supervisory authority.
- all available information about the origin of the data if the personal data are not collected from you;
- whether there is a procedure for automated decision-making including profiling in accordance with
Art. 22 Para. 1 and 4 EU GDPR and, at least in these cases, meaningful information about the logic
involved and the scope and intended effects of such processing for you.
- whether the personal data concerning you will be transmitted to a third country or to an
international organization. In this context, you can request to be informed about the appropriate
guarantees according to Art. 46 EU GDPR to be informed in connection with the transfer. Please see
below for more information about your rights.;

b. Right to rectification (Art. 16 EU GDPR)
You have a right to correction and / or completion towards us if your processed personal data is 
incorrect or incomplete. We have to make the correction immediately. 

c. Right to restriction of processing (Art. 18 EU GDPR)
Under the following conditions, you can request that the processing of your personal data be 
restricted if: 
- you dispute the correctness of the personal data concerning you for a period of time that enables
us to check the correctness of the personal data;
- the processing is unlawful and you refuse to delete the personal data and instead request the
restriction of the use of the personal data;
- we no longer need the personal data for processing purposes, but you need them to assert, exercise
or defend your legal claims, or
- You have lodged an objection to the processing in accordance with Article 21 (1) EU GDPR and it has
not yet been determined whether our legitimate reasons outweigh your reasons.
If the processing of your personal data has been restricted, this data - apart from its storage - may
only be used with your consent or to assert, exercise or defend legal claims or to protect the rights of
another natural or legal person or for reasons of an important public interest of the Union or a
Member State.
Has the processing been restricted according to the above? Restricted requirements, we will inform
you before the restriction is lifted.

d. Right to erasure (right to be forgotten) (Art. 17 EU GDPR)



i. Duty of deletion. You can request that we delete the personal data concerning you immediately, 
and we are obliged to delete this personal data immediately if one of the following reasons applies: - 
The personal data relating to you are no longer necessary for the purposes for which they were 
collected or otherwise processed.  
- You revoke your consent on which the processing was based according to. Art. 6 para. 1 lit. a or Art. 
9 Para. 2 lit. a EU GDPR and there is no other legal basis for the processing.  
- According to 21 Para. 1 EU-GDPR objection to the processing and there are no overriding legitimate 
reasons for the processing, or you object according to. Art. 21 para. 2 EU GDPR objection to the 
processing.  
- The personal data concerning you have been processed unlawfully.  
- The deletion of your personal data is necessary to fulfill a legal obligation under Union law or the 
law of the member states to which we are subject.  
- The personal data relating to you was collected in relation to the information society services 
offered in accordance with Art. 8 Para. 1 EU GDPR.  
 
ii. Exceptions  
The right to deletion does not exist if processing is necessary  
- to exercise the right to freedom of expression and information;  
- to fulfill a legal obligation that requires processing under the law of the Union or of the member 
states to which we are subject, or to perform a task that is in the public interest or in the exercise of 
official authority that has been assigned to us;  
- for reasons of public interest in the area of public health in accordance with Art. 9 Para. 2 lit. h and i 
as well as Art. 9 Para. 3 EU GDPR;  
- for archiving purposes in the public interest, scientific or historical research purposes or for 
statistical purposes acc. Art. 89 Para. 1 EU GDPR, insofar as the law mentioned under section a) is 
likely to make the realization of the objectives of this processing impossible or seriously impair it, or - 
for the establishment, exercise or defence of legal claims. 
 
e. Right to information (Art. 19 EU GDPR)  
If you have asserted the right to correction, deletion or restriction of processing against us, we are 
obliged to notify all recipients to whom the personal data concerning you have been disclosed of this 
correction or deletion of the data or restriction of processing, unless this is the case turns out to be 
impossible or involves a disproportionate effort. You have the right to be informed about these 
recipients by us.  
 
f. Right of data portability (Art. 20 EU GDPR)  
You have the right to receive the personal data concerning you that you have provided to us in a 
structured, common and machine-readable format. In addition, you have the right to transfer this 
personal data, which has been provided to us, to another Controller without hindrance from us, 
provided that  
- the processing is based on consent in accordance with. Art. 6 para. 1 lit. a EU GDPR or Art. 9 Para. 2 
lit. a EU GDPR or on a contract in accordance with. Art. 6 para. 1 lit. b EU GDPR is based and  
- the processing is carried out using automated procedures. When exercising this right, you also have 
the right to have your personal data transmitted directly from us to another controller, insofar as this 
is technically feasible. This must not impair the freedoms and rights of other people. The right to data 
portability does not apply to the processing of personal data that is necessary for the performance of 
a task that is in the public interest or takes place in the exercise of official authority that has been 
assigned to us. 
 
G. Right to object (Art. 21 EU GDPR)  
You have the right, for reasons that arise from your particular situation, to object at any time to the 
processing of your personal data, which is based on Art. 6 Para. 1 lit. e or f EU GDPR takes place, to 
object; this also applies to profiling based on these provisions. We will no longer process your 



personal data unless we can prove compelling legitimate reasons for the processing that outweigh 
your interests, rights and freedoms, or the processing serves to assert, exercise or defend legal 
claims. If the personal data concerning you are processed in order to operate direct mail, you have 
the right to object at any time to the processing of the personal data concerning you for the purpose 
of such advertising; this also applies to profiling insofar as it is connected to such direct advertising. If 
you object to processing for direct marketing purposes, your personal data will no longer be 
processed for these purposes. Regardless of Directive 2002/58 / EC, you have the option, in 
connection with the use of information society services, to exercise your right of objection by means 
of automated procedures in which technical specifications are used. 
 
H. Right to withdraw the declaration of consent under data protection law  
You have the right to revoke your data protection declaration of consent at any time for the future. 
Revoking your consent does not affect the legality of the processing carried out on the basis of your 
consent up to the point of revocation.  
i. Automated decision in individual cases including profiling (Art. 22 EU GDPR) We do not carry out 
profiling or any other automated decision in individual cases with or on the basis of your personal 
data,  
 
j. Right to complain to a supervisory authority  
Without prejudice to any other administrative or judicial remedy, you have the right to lodge a 
complaint with a supervisory authority, in particular in the member state of your place of residence, 
your place of work or the place of the alleged infringement, if you are of the opinion that the 
processing of your personal data is against violates the EU GDPR.  
 
The competent supervisory authority for us is: The State Commissioner of Baden Württemberg for 
Data Protection and Freedom of Information Koenigstrasse 10 a D- 70173 Stuttgart Email: 
poststelle@lfdi.bwl.de / Tel. +49 711 615541-0 The supervisory authority to which you have lodged a 
complaint will inform you of the status and the results of the complaint, including the possibility of a 
judicial remedy in accordance with Art. 78 EU GDPR. 
 
 
6. Data security  
We use appropriate technical and organizational measures to protect the data you have made 
available to us from manipulation, loss, destruction or unauthorized access. We are constantly 
revising our security measures in line with technological developments.  
 
7. Recipient  
We only pass on your personal data to external third parties if this is necessary to process or process 
your request, if there is another legal permission or if we have your consent for this. External 
recipients can in particular be service providers that we use to provide services, for example in the 
areas of technical infrastructure and maintenance of our website. Such processors are carefully 
selected by us and regularly checked. They may only use the data for the purposes specified by us 
and in accordance with our instructions. If data is transferred to offices whose registered office or 
the place of data processing is not located in a member state of the European Union or in another 
signatory to the Agreement on the European Economic Area, we ensure that, outside of legally 
permitted exceptional cases, with the recipient either there is an adequate level of data protection or 
you have given your consent to the data transfer.  
 
8. Update  
We reserve the right to update the privacy policy from time to time. The modified version can be 
found here. The current data protection declaration applies when you visit our website.  
 
Status: October 28, 2020 




